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FORMERLY RESTRICTED DATA

Unauthorized disclosure subject to
administrative and criminal sanctions.
Handle as RESTRICTED DATA in for-
eign dissemination. Section 144b,
Atomic Energy Act of 1954.

(3) An RD or FRD document shall be
marked to identify the classification
guide or source document, by title and
date, used to classify the document:

Derived from:

llllllllllllllllllllllll
(Classification Guide or source document—
title and date)

(4) An RD or FRD document shall be
marked with the identity of the RD
classifier, unless the classifier is the
same as the document originator or
signer.

RD Classifier:

llllllllllllllllllllllll
(Name and position or title)

(c) Interior Page. RD classifiers shall
ensure that RD and FRD documents
are clearly marked at the top and bot-
tom of each interior page with the
overall classification level and cat-
egory of the document or the classi-
fication level and category of the page,
whichever is preferred. The abbrevia-
tions ‘‘RD’’ and ‘‘FRD’’ may be used in
conjunction with the document classi-
fication (e.g., SECRET RD or SECRET
FRD).

(d) Declassification Marking. Declas-
sified RD and FRD documents shall be
marked with the identity of the indi-
vidual authorizing the declassification,
the declassification date and the classi-
fication guide which served as the basis
for the declassification. Individuals au-
thorizing the declassification shall en-
sure that the following marking is af-
fixed on RD and FRD documents which
they declassify:

Declassified on:

llllllllllllllllllllllll
(Date)

Authorizing Individual:

llllllllllllllllllllllll
(Name and position or title)

Authority:

llllllllllllllllllllllll
(Classification Guide—title and date)

§ 1045.41 Use of classified addendums.
(a) In order to maximize the amount

of information available to the public
and to simplify document handling pro-
cedures, document originators should
segregate RD or FRD into an adden-
dum whenever practical. When RD or
FRD is segregated into an addendum,
the originator shall acknowledge the
existence of the classified addendum
unless such an acknowledgment would
reveal classified information.

(b) When segregation of RD or FRD
into an addendum is not practical, doc-
ument originators are encouraged to
prepare separate unclassified versions
of documents with significant public
interest.

(c) When documents contain environ-
mental, safety or health information
and a separate unclassified version can-
not be prepared, document originators
are encouraged to provide a publicly
releasable rationale for the classifica-
tion of the documents.

§ 1045.42 Mandatory and Freedom of
Information Act reviews for declas-
sification of restricted data and for-
merly restricted data documents.

(a) General. (1) Agencies with docu-
ments containing RD and FRD shall re-
spond to mandatory review and Free-
dom of Information Act (FOIA) re-
quests for these documents from the
public.

(2) In response to a mandatory review
or Freedom of Information Act request,
DOE or DoD may refuse to confirm or
deny the existence or nonexistence of
the requested information whenever
the fact of its existence or nonexist-
ence is itself classified as RD or FRD.

(b) Processing Requests. (1) Agencies
shall forward documents containing
RD to DOE for review.

(2) Agencies shall forward documents
containing FRD to the DOE or to the
DoD for review, depending on which is
the originating agency.

(3) The DOE and DoD shall coordi-
nate the review of RD and FRD docu-
ments as appropriate.

(4) The review and appeal process is
that described in subpart D of this part
except for the appeal authority. DOE
and DoD shall not forward RD and FRD
documents to the the Interagency Se-
curity Classification Appeals Panel

VerDate 13<MAR>2000 11:31 Mar 13, 2000 Jkt 190030 PO 00000 Frm 00813 Fmt 8010 Sfmt 8010 Y:\SGML\190030T.XXX pfrm02 PsN: 190030T


		Superintendent of Documents
	2015-01-06T15:22:40-0500
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




